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Closing Words
Security culture is a necessity for organizing, but when we’re not careful, we can
create hierarchies. This often comes from trying to control the flow of information
or access to resources, but it can also come from reinforcing in-group preferences,
protecting the coherence of an organization, or repelling those who might chal-
lenge informal power structures. Like many anarchist methods, they can be patho-
logically applied, misused, and perverted to serve authoritarian and malicious ends.
This isn’t an argument against security culture. It’s acknowledging the ways that
we end up having to wield power—even just a bit, even nobly—to protect ourselves.
Power and hierarchy can never be fully abolished, and we will perpetually fight
against them no matter how utopian our world becomes. Maybe this shouldn’t
have been called Security Without Hierarchy but instead Hierarchy-Conscious Secu-
rity, though that doesn’t have quite the same ring to it.

Now, where do we go from here?
We’re going to have security culture, but whether or not it’s predominantly ben-

eficial or predominantly pathological depends on how we approach it. If we’re in-
tentional about building open, mutual relationships, we might end up with a health-
ier security culture that contributes to a healthier scene. If we stick with tradition
or aren’t able to counter those who use security as a weapon, how we organize
might be anarchist in name only. There’s no approach that is guaranteed to work,
and I can’t pretend to be able to say that there’s solutions that work everywhere
or even that these proposals work at all. I’ve just experienced harmful dynamics
driven by security or at least that use security as their justification. Maybe by nam-
ing them and describing how they function, we can all find ways to counter these
trends so that we can forge new and strong connections we can use in the fight to
end coercion.

Further Reading
If you’ve seen some of these patterns, and if you want to find ways to understand
them better or even address them, there’s a few other texts you might want to con-
sider. Confidence, Courage, Connection, Trust: a proposal for security culture by an
anonymous comrade is probably the most useful modern text on security culture,
and it describes approaches for taking a positive rather than negative approach to
security. Stop Huntin’ Sheep: A Guide to Creating Safer Networks by Sirens of a Vi-
olent Storm offers practical advice on how to deal with infiltrators so that we can
stop turning security against ourselves. Secrets and Lies by Ungrateful Hyenas Edi-
tions is similar to this text in that it describes pathological applications of security
culture, though it does so from a different angle.
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sphereof“us”and“them”therearevaryinglevelsoftrustandassumedsafety,but
broadlyspeakingtrustgetsoverorunderassumeddependingonwheresomeone
fallsonthatline.Onewaytoconceptualizethinkinginthismanneroftrustisthat
itislikeanegg.There’sahardoutershell,thatkeepsthebadthingsout,butonce
somethinggetsin,itcanscrambletheinsidesquiteeasily.

Amoreusefulwayofframingsecuritytoimagineconcentricandoverlapping
circles.Largecirclesthatincludemoreindividualsarefororganizingmassevents:
demonstrations,workplaceunions,orevenjusteventslikeinfoeveningsorfilm
screenings.Theseeventsarelow-risk,sowedon’tneedtoworkaboutheavyse-
curitynorms.Theselargecirclesmightoverlapwherepeoplewhoattendbook
readingsalsoshowuptocookinthecommunitykitchens.Therearealsoprogres-
sivelysmallercirclesasonemovesfromminimallyrepressedactivitiestoheavily
repressedones.Thecirclesgetsmallerbecauseweneedtohavealreadyestablished
hightrustwhichtakestimethuslimitingthenumberofpeoplewhocouldconceiv-
ablybeinvolved.Largercirclesmighthavemoreoverlapwithotherlargecircles,
butbecauseofthehighersecurityneeded,smallercirclesmightintentionallynot
overlap(butsometimestheywill).

Importantly,progressivelysmallercirclesarenestedwithinwithinthelargercir-
cles.Thesesmallercollectivesdowntoaffinitygroupsarenotisolatedfromwithin
thebroadermilieu,butratherareembeddedinit.Thisembeddingisimportantbe-
causeitallowsustomediatetheflowbetweenlargerandsmallercircles,fromareas
oflowertrusttohighertrust.Deepeningrelationsallowsustodeepentrust,and
thisdeepenedtrustisanecessarycriteriafortakingradicalaction.Isolatedaffinity
groupsthataren’tembeddedwithinabroaderscenewilleventuallydieout,and
withoutpullinginnewcomrades,theywillnotreproduce.Thisisadead-endfor
anarchism.

Insteadofrestrictingtheflowofinformationandconnection,wewanttoen-
courageoverlapbetweencircles.Wewanttofacilitateconnection.Thisdoesn’t
meangivingupcontrol,butinsteadguidinggrowth.Wewantcomradestobemu-
tuallyinvolvedanddevelopbothdeepandbroadconnections.

Onenoteonthismethodisthatinsmallercitieswithalimitedscene,andes-
peciallyinsmalltownorganizing,theremightsimplynotbeenoughofascenefor
thisstrategytowork.Thelackofanonymityofabigcitymeanseveryoneknowsa
littlebitwhateveryoneisupto,andtwoinsurrectoswhoproposeconflictualityas
astrategymightbe“known”toallastheoneswhocarriedoutsomedirectaction
simplybecausetheyaretheonlyoneswhomightconceivablyevendoit.Iunfor-
tunatelycannotoffermeaningfuladviceonhowtomodelthiskindofsecurityas
Ihaveinsufficientexperienceinsuchcontexts.PerhapsthenI’llleavethisasan
exercisetothereader.
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Thisisbasedonaseriesoftalkswiththesametitlegivenatanarchistconver-
gencesinthesummerof’23inStockholm,Ljubljana,andSt.Imier.Followingeach
talk,thecontentofthezineandfuturetalkswereimprovedbythediscussionswith
othersintheroomsandlaterinthenooksandcranniesofthevenues.Thewordson
thesepagesarenotsolelymyownbecauseknowledgeisn’tinceptedoutofnothing
butrathersynthesizedfromourpastexperiencesandinteractionswithothers.We
learntogether,notalone.

Discussionsofsecurityculturetendfocusonwaystokeepoutinfiltratorsoravoid
surveillance.Wehaveplansforhowtonotberecordedorleaveatrailofevidence
aswetakeaction,andwehaveourritualsforkeepinginfiltratorsatbayorrooting
themoutwhentheyturnup.Thesediscussionsinmanycasesarelessgrounded
inthematerialrealitiesofrepressionbutrathermoreinthepittingofdifferent
dogmaticapproachestosecurityagainsteachother.Whensecuritycultureactually
ismorebroadlydiscussed,ittendstorevolvearoundthequestion“arewedoing
enough?”Wereachforzinesorholdworkshopsthatareinstructionalonhowto
do“moresecurity.”Moresecurity,fewerphones.Moresecrecy,fewerleaks.There
isalackofreflectiononhowthecurrentapplicationofsecuritymightbedamaging
toindividualsorthemovementasawhole.

Alongwithallthebeneficialwaysweapplysecurityculture,therearepatholog-
icalapplications.Sometimesthishappensonaccidentthroughmanywell-meaning
actionswhosesumleadsustoundesirablebehavior.Othertimessecurityculture
isweaponizedbytheHorribleCreatures1whoinhabitourscenesanddon’taimto
abolishpoweroverothersbutinsteadclimbthesocialladdertoclaimthehighest
positionforthemselves,andwealsoneedtoaccountforthisinhowweconstruct
ournorms.

Whatfollowsisacriticaldiscussionofthewayswepathologicallyapplysecu-
rityculture.Theverythingthatisintendedtoprotectusfromexternalharmscan
betheinstrumentofharmsanddisruptionitself.Whenwe’renotcareful,wecan
accidentallyreinforceexistinghierarchiesorevencreatenewones.

OnSecurityCultureItself
Whatarewetalkingaboutwhenwesaysecurityculture?Therearemanywaysto
defineit,andsomemakeapointtoemphasizethemostpositiveelements,butfor
nowit’smoreusefultothinkabouthowpeopleactuallyusethetermratherthan
howtheyshoulduseit.Adefinitionthatisbroadenoughtobeapplicabletoboththe

1Areferencetoanessayofthesametitle,whichIcanwhole-heartedlyrecommend.
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beneficial and pathological implementations is: security culture is the practices and
norms that are claimed to protect a group from repression or (external) disruption.

In 2004, CrimethInc. published the still-relevant text What Is Security Culture?.
The first of their theses on security culture was:

The central principle of all security culture, the point that cannot be em-
phasized enough, is that people should never be privy to any sensitive
information they do not need to know.

Regardless of how it was intended or the extent to which it captured practices
in the preceding years, it has become somewhat of an edict in anarchist circles.
This quote recurs in anarchist texts, discussions both online and off, and even in
memes that get passed around. Or perhaps this quote is popular because modern
practitioners of security culture find that it mirrors how they approach the topic.
In any case, security culture is often seen as controlling the flow of information.

This approach makes sense because we are often trying to keep confidential
information from being exposed to enemies. A spontaneous demonstration requires
that police are unaware of its existence until after it starts if it is to be successful. The
identities of the individuals who took part in a direct actionmust remain indefinitely
hidden.2

We are, however, always dealing with varying degrees of uncertainty. Because
we don’t have perfect knowledge of those around us, we can’t be absolutely sure
that it is safe to tell them anything. Someone might be an opportunist and will rat
out their “comrades” at the first chance to benefit from doing so. A comrades who
is 100% solid today might change their ideals. But also, we cannot be sure who—
including ourselves—will crack under coercion, tortuous or otherwise. Or, we don’t
know who is a straight-up police infiltrator. This isn’t even including the ways
information accidentally leaks out either through covertly recorded conversations
or intercepted electronic communications. We preemptively cut the flow outward
so that leaks don’t spring up further down the line. But, we will never know for
certain who is “safe” and who is “unsafe.”

Controlling information flows is a specific case of the general phenomenon of
security culture being used to control access to resources. We fear the intelligence
gained by an infiltrator, but we also fear the damage done by a police saboteur, a
wrecker who is out to derail our projects, or an abuser who causes great harms and
breaks our spirits. We might deny access to even casual meetings or social events
to people based on them not fulfilling some criteria of trustworthiness or assumed
safety. We might not let unknown collectives use the spaces we control, and we
might deny admission in to a collective or working group based on someone being
too “unfamiliar.” This suspicion of infiltrators or abusers creates a culture of fear
where groups turn inwards and hold people at arm’s length.

2Or at the very least until that statute of limitations for any criminalized activity has passed.
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The proposal is that we should force the issue. Avoiding these discussions and
letting pathological security culture practices proliferate harms the movement. If
you informally organize, discuss this with your comrades the next time you hang
out. If you have formal meetings, make it an agenda item. If these conversations
can’t or won’t happen, chances are you are part of a project with strong informal
hierarchies, and you might be better off leaving to start your own.

As noted before, many people’s pursuit of safety is a trauma response, and
working through such trauma can lead to a healthier security culture. There is no
replacement for therapy—professional or autonomously organized—but the threats
of repression can be demystified by having these intentional discussions of security,
and this goes hand in hand with critically evaluating risk. Instead of a vague spook
of the State looming over our every action, we can outline not just what threats we
face but what we can do about it together to create genuine security for everyone.

Having these discussions can also be educational in a general sense. This cuts
into the authority the techies and security enthusiasts have with regards to the
security practices of a group, and it allows us to build up shared knowledge so that
we can reason through decisions together instead of relying on the words of a single
individual.

Proposal #4: Call Out Protectionism
As part of the intentional discussions, but also every time it happens, we need to call
out the ways security culture becomes protectionism. This is often made difficult
if there is already a culture of exclusion that permits the accentuation of in-group
preferences. Countering protectionism under the name of security culture starts
with changing the underlying social relations that pathological security culture jus-
tifies. To change a culture is no small task, but it’s also something we can all start by
beingmore openwith howwe organize in a general sense. When a security practice
starts to veer into protectionism or in-group preference over genuine security, we
need to pause and reflect on it. Usually specific and intentional interventions are
necessary, and examples of these can be intentionally inviting others to a shared
space or hosting events whose purpose is facilitating the building of new social
connections.

Proposal #5: Move Beyond “Us andThem”
Related to the critical evaluation of risk, and perhaps both the most practical and
important of all, is to move beyond the idea of there being a clear “us” and “them.”
Such a false dichotomy tends to mean drawing a line where people on the same side
are assumed to be safer and more trustworthy and people on the other side less so.
This is a poor heuristic. Of course, not everyone has such strict lines. Within the
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harms.Theremightbeplaceswherethismethodisnecessaryfortheworkathand
suchasintraumasupportgroups,butitshouldn’tbethedefaultmethodofallor-
ganizing.

Weshouldavoidlabelingsomeoneasunsafeordangerousjustbecausewehave
perfectlyhealthydisagreementswiththemorthattheymistakeswhilelearning.
Wallingpeopleoffforperceivedorevenanticipateddifferencescanbecalledsecu-
rity,butoftenit’sjustsimplyexclusioninthenameofhomogeneity.Somepeople
contrasttheapproachofcreatingbraverspaces(thosethatacknowledgethatcon-
flictswillexistandpromisetoworkthroughthem)withthatofcreatingsaferspaces
(thosethataimtominimizediscomfort).Theendgoalmightbequitesimilar,but
thechangeinframingcandrasticallyshiftthenormsandgroupdynamics.

Proposal#2:CriticallyEvaluateRisk
Notallanarchistorganizingisunderequalthreat.Thisisabundantlyclear,and
it’snottosaythatweshouldabandonsecurityorbecarelessforeverythingbutthe
mostriskyactivities.Whenweover-applysecurityculturetocasualorganizing,we
inhibitnewconnections.Thiscanbebymakingasceneinaccessibletonewcomers
byoveremphasizingsecuritycultureritualsorevennotspreadingbasicinformation
outofparanoiaaboutwhereitmightendup.Thispreventspeoplewithinourscene
fromaccessingresourceorinformationorexpandingtheirsocialnetwork.

Socialmovementssurviverepressionbycreatingrobustnetworks.Robust
meansthatanycutstothenetworkdon’tcauseittocollapseandthatthereis
redundancyofconnectionsforaccessingresourcesorprovidingsolidarity.While
somecautionisunquestionablynecessary,weriskharmingournetworksandour-
selveswhenweprincipallybaseoursecurityonourfears.Ourcautionshouldscale
withtheextentwhichouractivitiesare—orinthenearfuturewillbe—criminalized.
Thismeansdevelopinganaccurateunderstandingoftherepressionwefaceand
ensuringoursecurityculturesspecificallytargetthoseStateactions.

Proposal#3:HaveIntentionalDiscussionsofSecurityCulture
Withinourgroups,oursecurityculturediscussionsarefrequentlylimitedtodebat-
ingifasingleapplicationofaruleisjustifiedornot.Weavoidsomeofthefiner
pointsofsecurityculturesuchasrefiningpracticesorchangingbehavior.People
havestrongopinionsaboutsecurityandtryingtochangepracticesoftencauses
peopledigtheirheelsinandresistanythingthatmightbecalledalooseningof
security.Theyinsistonperpetuatingpracticesthatcreateafeelingofsafety,and
thosewhowanttochangeapracticeoftenarelessinvestedinchangingthebehav-
iorthanthosewhowanttokeepit.Forcingtheissue—ifweeveractuallydoit—can
createdividesingroups,andsointhenameofcoherenceandunity,weavoidthem.
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Theresultofthisisanincreasedthresholdoftrustrequiredtoengageineven
themostbasicoforganizing.Securitycultureinthesecasesbecomeslessabout
analyzingwhichinformationshouldremainprivilegedorwhichactivitiescould
leadtorepression,andinsteadthismistrustleadstorestrictingallinformation,
activities,andresources.

OnPower

Anarchismisoftendefinedinitsliteralsenseasbeingwithoutoragainsthierarchy.
Tome,therootofanarchismistoincreaseindividualautonomy,andopposing
hierarchyisanaturalconsequence.Ifwewantautonomy,thatwhichstandsin
ourwayispower,ormorespecificallypowerover.Capitalistsystemshavepower
overyoubecausetheyforceyoutoworkbullshitjobstosurvive.Yourlandlord
haspoweroveryoubecausetheneedtopayarbitraryrentrestrictswhatchoices
youmightotherwisemake.Aqueerphobicsocietyhaspoweroveryoubecause
forcingoneselfintotheclosetinordertoparticipateinthatsocietyisareduction
ofautonomy.

Freechoicedependsonalternativesexisting,andthatitselfdependsonhaving
bothknowledgeandaccesstoresources.Afarmer’sautonomyisincreasedbyhav-
inggreaterknowledgeofsoil,weather,agriculturaltechniques,orevennutrition
whichmightimpactwhattheychoosetocultivate.Adisabledperson’sautonomy
isincreasedbyhavingaccesstoadaptivetechnologies,alternatives,andsubstitutes.

Beingabletorestrictknowledgeandresourcesispower,andwhenphrased
thatway,itbecomesimmediatelyobviousthatsecuritycultureis—insomeways—
atoddswithautonomy.Controllingtheflowofinformationtohinderintelligence
gatheringinherentlyiswieldingpoweroverone’scurrentandwould-becomrades.
Controllingtheaccesstoresources—physicalspaces,equipment,useofaplatform—
isagainwieldingpower.Thesebothrestrictothers’autonomy,evenifsecurity
cultureincreaseseveryone’sautonomyinotherways,suchasbyenablingaction
orpreventingimprisonment.Knowledgegivesusmorechoicesandthereforemore
autonomy.

Thisisn’ttosaythatweneedtoabandonthepracticesofsecuritycultureto
adheretosomestrictdefinitionofincreasingindividualautonomy.It’sjustdrawing
attentiontothefactthatthereisatensionbetweentheprefigurativecreationof
autonomyandtheneedtoprotectourselvesfromthreatstoourabilitytoorganize.
Securitycultureinpartinvolvesholdingpoweroverotherpeople,andweneed
toacknowledgethisanddowhatwecantominimizeitsnegativeeffectsandthe
extenttowhichweuseit,orattheveryleasteverycaseneedsjustification.
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The Pathologies
What follows is a description of some of the broad ways that security culture is
pathologically applied.

Pathology #1: Reinforcing In-Group Preferences
The first pathological application of security culture is when it is used to create,
strengthen, and justify in-group preferences.

There’s a conflation that happens between “safety” and “security” not just in
intent but in how these words are used. There is only a clear difference in English
between these two words. In German they are both the word Sicherheit. As they’re
used in these contexts, secure means being in a state of actual protection, at least
relevant to the original dangers. Safe means being free of things that cause a feeling
of being hurt or harmed (perceived or otherwise), though sometimes it’s used to
mean free of psychological or emotional discomfort. This conflation of terms leads
to accusations of genuine insecurity because of a perceived sense of unsafety.

People who are new aren’t trusted because they’re unfamiliar. Sometimes
they’re a little different and don’t pass the “vibe check.” Maybe this is because
they’re socially awkward, neurodivergent, come from a different cultural back-
ground, or are just having a bad day. New people who don’t share to our
subcultural traits or adhere to our subcultural norms are viewed more skeptically,
like if their clothes aren’t punk enough or if their interests or hobbies aren’t ones
we share. Sometimes security culture itself is used as a shibboleth,3 and if someone
thinks to ask the wrong question out of genuine curiosity, they lose social standing
or might even be outright shamed for it. Security culture gets used less as a tool
for increasing actual security and more as a signal of already belonging.

People use frequency and familiarity as a basis for building trust, and yes, the
conversations we need to have to discover shared politics matter, but often it’s suf-
ficient that a person has been around at “enough” events to establish some form
of “credibility.” Varying life paths or even disability can make regularity a chal-
lenge, and this method of establishing trust over something like explicit background
checks favors those who are likely to be part of the stereotypical anarchist subcul-
ture over people might be politically anarchist but lead a different lifestyle. Gen-
erally, this creates a boundary between those who are already connected to “the
scene” and those who aren’t. Those with connections have easier access to spaces,
resources, and support. Those without… simply don’t.

Voluntary association is fundamental to anarchism. If someone genuinely
doesn’t want to associate with someone else, that’s fine, and they are allowed to

3A shibboleth is any custom or tradition, usually a choice of phrasing or even a single word, that
distinguishes one group of people from another.
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only those who really know security should be leaders, organizers, or principal de-
cision makes. Instead of security being a collaborative effort between equals with
different expertises and experiences, the techie asserts authority over others.

This isn’t limited to techies in general, but can also come from any people who
push security at all. There is some mysticism and ritual in security, and those who
have memorized it the best andmake the biggest cries for its implementation can be
the ones who then place themselves in a leadership position. This too is generalized
to not just genuine security but perceived safety. There is a well-documented phe-
nomenon of the individuals with the most conservative stances on a topic driving
discourse, and one might see this in debates like whether it’s a consent violation to
see kink at pride. The demanding security enthusiast might use blocks on consen-
sus to ensure that their needs are met and that the group adheres to their standards.
Instead of being a collaborative effort among all to increase collective security, the
group’s action revolves around the self-appointed expert. Even with the best inten-
tions or when they are actually correct, the person insisting on the most security
can dominate a group simply by forcing unattainable security standards on others.

Similar domination via expert knowledge could happenwith other forms of anti-
repression measures like counter-surveillance or legal assistance, but I have not yet
seen this, and it seems rather particular to how techies and security enthusiasts
interact with security culture.9

The Proposals
The easiest way to attempt to apply security culture is to base it around control of
access to resources. A blanket “no” is a simple answer, and once a small group is
established, sticking to an insular dynamic is the path of least resistance. It gives a
great feeling of safety and even importance by assuming that one’s strict security
practices makes them relevant. But maybe there are ways to break the cycle and
find a collaborative way forward to create a more inclusive security culture.

Proposal #1: Embrace Discomfort
There is no singular anarchism, nor is there some utopia where we will never expe-
rience distress or discomfort. We will always be exposed to others with differing
ideas, norms, and cultural practices. It will never be possible to create in in-group
free of discomfort, and this includes of people who might be allies but haven’t yet
learned—and kept up with!—the rapidly changing vocabulary that aims to reduce

9That said, physical security has the pathology of devolving into cop shit and micro-warlordism, but
I (somewhat arbitrarily) draw a distinction between security culture and physical security even though
they are quite related.
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privateinformationwhichviolatestheestablishedsecurityculture.
Insomecases,butnotall,thisdesiretobeirreplaceableisn’tdrivenbyalust

forpowerbutratherafearofbeingreplaced.Anxietyisever-presentinourscenes,
andfinancialprecarityandharshsocialcensureforminortransgressionsincrease
fearofrejectionandabandonment.7Somepeoplepositionthemselvesincritical
rolestocreateasenseofsafetythatthegroupcan’tcastthemout.

Asecondwayresourcesaregatekeptisasideeffectofmakingasceneopaque
andillegibletotheState.Informationisnotmadepubliclyavailableforevents,and
activitiesthatarenothighlyrepressedhavetheirdetailscloselyguarded.What
makesasceneillegiblealsomakesitinaccessibleforthosethatwe’dwanttojoin
us.

Thisformofgatekeepingtiesincloselywithin-grouppreferences,butitfunc-
tionsslightlydifferently.Explicitin-grouppreferencesencouragemakingjudge-
mentswhenapersonarrivesandthenusingthattodenythemaccess.Thisillegi-
bilityandopacityisanimplicitin-grouppreferencebecauseitisastrongdeterrent
forthosenotalreadyconnectedenoughtoascenetohavethatinformationdirectly
sharedwiththem.

Pathology#5:EsotericKnowledgeasPower
Repressionisshroudedinalackofinformation,andthosewhocan“see”whatthe
State(orotheragents)aredoingholdsomeesotericknowledgethattherestofusdo
not.Sometimesthisisn’teasilydirectlysharedasitmayonlycomewithsignificant
experienceorexpertknowledge,thoughsomedotrytospreadthisknowledgeas
bestaspossible.Oneofthemost“invisible”kindsofrepressionisoftheinformation
technologyvariety.Wecan’t“see”ourmessagesbeingsentaroundtheinternet,nor
canwe“know”they’reencrypted.Wealsocan’t“see”whenwe’vebeenhackedor
whatdatatheStateisgatheringonusinthesamewaywecanseejackbootswalking
onthestreetsorbreakingdowndoorsduringraids.Inpartbecauseofitsesoteric
nature,andinpartbecauseofthestrictrulesbywhichinformationsystemsoperate,
theretendtobemorecutanddryedictsaboutdigitalsecurityrelativesothesocial
aspectsofsecurityculture.8

Inmanycases,somesortofeliteoftechiescanrisewithinanarchistcircles.
Theymakedemandsaboutsecurity,andtheyshamethosewhowon’torcan’tfol-
lowtheirrules.BecauseoftheallegedabsolutenessofITsecurity,andbecause
thesespecialistsholdknowledgeofthesesystems,theyoftenusethistoelevate
themselvesoverothers.Oftenimplicitly,butsometimesexplicitly,theclaimisthat

7WidespreadanxietyespeciallyinorganizingisdiscussedinthezineWeAreAllVeryAnxious:Six
ThesesonAnxietyandWhyItisEffectivelyPreventingMilitancy,andOnePossibleStrategyforOvercoming
ItbyTheInstituteforPrecariousConsciousnessandCrimethInc.

8Whetherornotsuchstrictrulesarenecessaryoreffectiveisanothermatterentirely.
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createthatseparation,butalsoweknowweliveinafuckedupworldofsexism,
racism,andthelike,sowestillneedtoconstantlycheckourpreferencestosee
ifwe’reexpressingsomebiasthat’ssodeeplyinternalizedthatwedon’tevensee
itanymore.Evenfurther,wedon’ttoleratethecreationofraciallysegregated
enclaves,whichistosay:someformsofinclusion/exclusionareconsidered
harmfulenoughtobefought.Weneedtobewaryofwhogetswhatfewprivileges
ourmovementaffords.Fartoooftenweonlymakeconnectionwithpeoplewho
arealready“likeus,”andweuseapre-existingknowledgeofsecuritycultureas
oneofthefilters.Thosewhoaren’taredeniedaccesstohelpfulinformationor
resources.

Pathology#2:AbuseEnabling
Similartothestrengtheningofin-grouppreferences,securityculturecanbeused
toenableabusers.Thisoftenhappenwhensomeoneinagroupiscalledoutfor
problematicbehavior,especiallymoreseriousaccusationsofabuseorsexualized
violence.Theaccusermightthemselfbeaccusedofbeinganinfiltratororwrecker
whoisfabricatingtheaccusationspurelyasameansofdisruptingthegroup.Se-
curityculturegetspervertedfromananalysisofconditionsandactionsintopure
reactionagainstanythingthatdisruptsthestabilityofthegroup.Itflipstherelation
fromnotingthatinfiltratorsdisruptintoassertingthatanythingthatdisruptsmust
beaninfiltrator.Thestabilityandlongevityofthegroup—andoftenthemost“pres-
tigious”members—areprotectedovertheaccuser.Thisisgenerallyinalignment
withwhoiscurrentlyprivilegedandfavors,forexample,whitecismen.

Theaccusedandtheirdefendersclaimthattheaccusationisharmbecauseit’s
false,andit’seasyforthemtopointtothe“certainty”oftheharmtheaccused
claimstobeexperiencing.Thegrouphadtheappearanceofstabilitybeforethe
accuserbroughttheabusetoattention.Theaccusedfeelsattacked,andthegroup
mustchangeitsfocusfromtheirprimarytaskstodealingwiththeaccusation,thus
thereis“disruption.”Thisispointedoutbe“obviouslyharmfulanddisruptive,”and
theaccuser’sclaimsmustbemorerigorouslyproved.Thedisruptionisnamedas
reallybeingthefaultoftheaccuser,andwhywouldtheydothatiftheythemselves
weretheonewhoisunsafe?Sotheyarecastoutandslandered.4Or,toquoteSara
AhmedasshesaidinTheComplainerasCarceralFeminist:“Tolocateaproblemis
tobecomethelocationofaproblem.”

Theenablingofabusegoesbeyondtheexplicitprotectionoftheabuserthem-
selves.It’softeninadvertentlyreproducedbythebroadermilieu.Asanarchists,
wedon’tonlyrefusetocooperatewithpolice;we’realsomindfulthatouractions
don’taidthem.Thiscreatesaninternalpressureagainstpublicizinganabuser’s

4Foralongerdiscussiononallthis,seethezineBetrayal:ACriticalAnalysisofRapeCulturein
AnarchistSubcultures.
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action. It might delay a callout or restrict what is said within it to make identify-
ing the individual more difficult. We don’t want police to learn about rifts in our
movement, and if we don’t want to provide evidence that might doxx a “comrade”
to police or fascists, so we say less. Whisper networks and semi-privately held
black books rather than public posts or wheatpastes try to circumvent this issue,
but those tactics privilege people already in the know. People new to the scene
are far less protected by these methods. Even just making a vague callout or using
whisper networks can be labeled a security culture violation because it’s exposing
“private” internal information to those who weren’t “permitted” to see it. At the
most extreme end, anti-abuse activists might voluntarily withhold critical informa-
tion about a violent abuser from people they’re trying to warn because it would be
“doxxing” to do so.

In these cases, even well-meaning comrades can prioritize the safety of the
abuser over other comrades or potential future targets. What’s overlooked is that
the risk of the abuser harming again is far greater than the risk of a State response
to that information being made public, and moreover that someone who has inten-
tionally caused harms has forfeit their right to unlimited protection. They are the
danger we need protection from.

Pathology #3: Clout Seeking
While it is an ideal held—especially by anarcha-feminists—that all forms of work
within the anarchist movement should be valued, there is undoubtedly a hierarchy
where those who engage in violent direct action are held in greater esteem than
those who don’t. This comes in part from the fact that we see those who are more
willing to take risks as being more “dedicated” to “the cause” or as being better al-
lies or accomplices. It’s true to some extent as the converse is true: those who are
unwilling to expose themselves to any risk tend to be unreliable comrades.5 The
result of this ends up where we give social capital to people who engage in direct
action or otherwise take risks, regardless of whether or not they’re sensible. How-
ever, we end up with some series of logical jumps where we assume the causality
between dedication, risk-taking, and the need for security is far more pronounced
than it actually is.

A large part of security culture is The Two Nevers:6

Never talk about your or someone else’s involvement in activity that
risks being criminalized. Never talk about someone else’s interest in
criminalized activity.

5Risk is relative to one’s personal situation and local context. Posting about being an antifascist could
be more risky for some than directly confronting fascists is for others.

6This term and the nevers themselves are pulled directly from the zineConfidence Courage Connection
Trust: A proposal for security culture.
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This means we don’t—or at least shouldn’t—actually know who is allegedly do-
ing all this super cool shit, and people know they shouldn’t be so obvious about
naming themselves as the doers of cool deeds, so we look for people who hint that
they are. We look for people who make a scene of their security culture through
indirect bragging.

Indirect bragging is when someone doesn’t directly say that they engage in
criminalized activity, but they do everything that can to ensure that people assume
they do. Following a big action, people might say that they attended since this is
expected of most radicals in a scene, but the indirect-braggarts will make a show of
stating that they can’t talk about whether or not they were at an action (instead of
simply saying “nah, stayed home”). More generally, they might make a big deal of
telling you how they can never talk about what sort of organizing they’re doing or
where they were on any given weekend. People “ooh” and “ahh” at their showman-
ship and then give them the clout they’re do desperately seeking. Because we don’t
actually know who is carrying out these actions, we end up applauding people who
suggest that they are the ones who did.

This behavior feeds off of and reinforces the supremacy violent direct
action holds within anarchist milieus. It creates a hierarchy whereby those
who—irrelevant of whether or not they even do any direct actions—can elevate
themselves above others. A social elite can develop by draping oneself in aggressive
security culture.

Pathology #4: Gatekeeping Resources
Under severe repression, the use of cell structures becomes necessary because of
draconian response against anarchists and other activists. This cell structure is
rarely necessary, and yet we apply it to day-to-day organizing under broadly per-
missive “liberal democracies.”

Part of security culture is that everyone gets to choose their level of risk and
that everyone is allowed to consent to what risks they take and what information is
shared about them. This includes sharing a phone number or email address. Natu-
rally, if someone asks for another’s contact details, we shouldn’t give it up without
explicit consent. This norm is good and healthy.

What can often happen is that one person will act as a gatekeeper between
multiple collectives or even social circles. This allows that one person to mediate
all interactions and even directly preemptively gatekeep access between the col-
lectives. This centers the gatekeeper in all interactions and ensures that they will
be brought into future organizing circles because they have made themselves irre-
placeable. This can factor in to decisions on whether to eject them from a collective
or not. By avoiding making themselves redundant, they elevate their importance,
and they claim they can’t be made redundant because doing so would entail sharing


